C & A REFERENCES

INFORMATION ASSURANCE SUPPORT ENVIRONMENT

NIPRNET - www.mattche.iiie.disa.mil

SIPRNET - www.cassie.iiie.disa.smil.mil

Federal Information Processing Standards Publications
FIPSPUB102 - Guidelines for Computer Security Certification and Accreditation 

Department of Defense (DoD) Level Policy References

DITSCAP: Department of Defense Information Technology Security Certification

                  and Accreditation Process  - To be implemented by all services.

                  Use the DITSCAP process for Risk Assessment/Accreditation.

DODINST 5200.40 - DITSCAP

DODD 5200.28 - Security Requirements for AIS's 

DOD 5200.28-STD - DOD Trusted Computer System Criteria 

Military Service References
Department of the Navy  / http://infosec.navy.mil
SECNAVINST 5239.3 - DON INFOSEC Program

NAVSOPUB #5239’S - DON INFOSEC PROGRAM GUIDELINES (17)

OPNAVINST 5239.1A - DON ADP Security Program

OPNAVINST 5239.1B - DON ADP Security Program (DRAFT)
OPNAVINST C5510.93E - DON Implementation of TEMPEST Policy
OPNAVINST 5510.1H - DON Info and Personnel Security Program

OPNAVINST 5530.14B - DON Physical Security and Loss Prevention

SECNAVINST 5370.2H - Standards of Conduct and Government Ethics

SECNAVINST 5720.47 – World Wide Web Policy.

National Computer Security Center 
NCSC-TG-032 Accreditors Guideline 

Public Law 

Public Law 100-235 - Computer Security Act of 1987 

Public Law 99-474 - Computer Fraud and Abuse Act of 1986 

Public Law 93-579 - Privacy Act of 1974 

